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**Kişisel Verilerin Yurt Dışına Aktarımında Veri Sorumluları İçin Bağlayıcı Şirket Kuralları Başvuru Formu**

**AÇIKLAMALAR**

6698 sayılı Kişisel Verilerin Korunması Kanununun (6698 sayılı Kanun) 9 uncu maddesi ile “Kişisel verilerin yurt dışına aktarılması” düzenlenmektedir. Kanunun 9 uncu maddesinin (2) numaralı fıkrasının (b) bendi gereğince, yeterli korumanın bulunmaması durumunda, kişisel veriler, Türkiye’deki ve ilgili yabancı ülkedeki veri sorumlularının yeterli bir korumayı yazılı olarak taahhüt etmeleri ve Kişisel Verileri Koruma Kurulu’nun (Kurul) izninin bulunması kaydıyla ilgili kişinin açık rızası aranmaksızın yurt dışına aktarılabilir.

Kurul’un 02/04/2018 tarih ve 2018/33 numaralı kararı ile kişisel verilerin, Türkiye’de yerleşik veri sorumlusu tarafından yeterli veri koruması bulunmayan ülkelerde yerleşik veri sorumlusuna aktarımına ilişkin olarak 6698 sayılı Kanunun 9 uncu maddesinin (2) numaralı fıkrasının (b) bendine istinaden hazırlanacak taahhütnamelerde bulunması gereken asgari unsurlar belirlenmiştir. Bu taahhütnameler, genellikle şirketler arasında gerçekleştirilecek iki taraflı veri aktarımlarını kolaylaştırmakla birlikte çok uluslu şirket toplulukları arasında yapılacak veri aktarımları bakımından uygulama pratiğini sağlamakta yetersiz kalmaktadır. Bu nedenle, söz konusu şirketler arasında gerçekleştirilecek uluslararası veri aktarımlarında kullanılmak üzere bu başvuru formu oluşturulmuştur.

Bağlayıcı Şirket Kuralları, yeterli korumanın bulunmadığı ülkelerde faaliyet gösteren çok uluslu grup şirketleri için kişisel verilerin yurt dışına aktarımında kullanılan ve yeterli bir korumanın yazılı olarak taahhüt edilmesini sağlayan veri koruma politikalarıdır. Bu kapsama giren şirketlerin, bu formu doldurup gerekli talimatları izleyerek Kişisel Verileri Koruma Kurumuna (Kurum) Bağlayıcı Şirket Kuralları başvurusu yapması gerekmektedir.

6698 sayılı Kanunun 9 uncu maddesinin (2) numaralı fıkrasının (b) bendi gereğince, kişisel verilerin aktarılacağı ülkede yeterli korumanın bulunmaması durumunda, Türkiye’deki ve ilgili yabancı ülkedeki veri sorumlularının yeterli korumayı sağlayacaklarına ilişkin olarak hazırladıkları yazılı taahhütler, Kurul’un iznine tabidir.

Kurul tarafından kabul edilen Bağlayıcı Şirket Kurallarının uygulanması süreye tabi değildir. Gerekmesi halinde Kurul tarafından Bağlayıcı Şirket Kurallarının uygulanması askıya alınabilir ya da feshedilebilir.

**BAŞVURUYA İLİŞKİN USUL VE ESASLAR**

**1. Başvuruyu yapma yetkisi**

Grubun Türkiye’de yerleşik merkezi var ise başvuruyu yapmaya burası yetkilidir.

Grubun Türkiye’de yerleşik merkezi yok ise Türkiye’de yerleşik bir Grup üyesi kişisel verilerin korunması konusunda yetkilendirilmelidir (Kısaca “Yetkili Grup Üyesi”). Bu durumda, Grup adına başvuru yapma yetkisini burası haizdir.

**2. Başvuruda sunulacak bilgi/belgeler**

1. Başvuru Formu
2. Bağlayıcı Şirket Kuralları metni
3. Başvuru ile ilgili gördüğünüz diğer tüm bilgi ve belgeler

Başvurucu, başvuru belgelerini hazırlayarak başvuru aşmasında Kuruma sunar. Gerekmesi halinde Kurum başkaca bilgi ve belge talep edebilir.

**3. Başvurunun yöntemi**

Başvurular, Kuruma elden veya posta yolu ile iletilir.

**4. Başvurunun sonuçlandırılması**

Başvurular, Kurum tarafından, resmi başvuru tarihinden itibaren bir (1) yıl içerisinde değerlendirilerek sonuca bağlanır. Gerekmesi halinde bu süre, altı (6) aylık sürelerle uzatılabilir.

Başvurunun Kurulca onaylanması halinde, bu durum Kurum tarafından ilgilisine bildirilir ve gerekmesi halinde ilan edilir.

**TANIMLAR**

Bağlayıcı Şirket Kuralları : Bir şirketler topluluğuna bağlı olarak Türkiye’de yerleşik bir veri sorumlusu tarafından, bu şirketler topluluğuna bağlı olarak yurtdışında bir veya daha fazla ülkede faaliyet gösteren şirketler, teşebbüsler ile ortak bir ekonomik faaliyette bulunan veya veri işleme faaliyetine ilişkin ortak bir karar mekanizması bulunan veri sorumlularına yapılacak olan kişisel veri aktarımları veya aktarım setlerinde uyulması gereken kişisel veri koruma kurallarını ifade eder.

Grup : Bir şirketler topluluğuna bağlı olarak faaliyet gösteren şirketler, teşebbüsler ile ortak bir ekonomik faaliyette bulunan veya veri işleme faaliyetine ilişkin ortak bir karar mekanizması bulunan veri sorumlularının tümünü ifade eder.

Grup üyesi : Şirketler topluluğuna bağlı bir şirket ya da teşebbüs ile ortak bir ekonomik faaliyette bulunan ya da veri işleme faaliyetine ilişkin ortak bir karar mekanizması bulunan bir gruptaki veri sorumlularını ifade eder.

Yetkili Grup üyesi : Grubun Türkiye’de yerleşik bir merkezinin bulunmadığı durumda kişisel verilerin korunması konusunda yetkilendirilen Türkiye’de yerleşik bir Grup üyesini ifade eder.

**KISALTMALAR**

6698 sayılı Kanun : 6698 sayılı Kişisel Verilerin Korunması Kanunu

BŞK : Bağlayıcı Şirket Kuralları

Kurul : Kişisel Verileri Koruma Kurulu

Kurum : Kişisel Verileri Koruma Kurumu

**EKLER**

**Ek 1 :** Bağlayıcı Şirket Kuralları Metni

Bağlayıcı Şirket Kuralları metninin bir asıl suretini ekleyiniz.

**Diğer :** Bağlayıcı Şirket Kuralları başvurunuz için gerekli olduğunu düşündüğünüz diğer tüm bilgi ve belgeleri burada listeleyerek başvurunuza ekleyiniz.

**KİŞİSEL VERİLERİN YURT DIŞINA AKTARIMINDA**

**BAĞLAYICI ŞİRKET KURALLARI**

**BAŞVURU FORMU**

**I. BAŞVURUCU BİLGİLERİ**

Bu bölümde, başvuruda bulunan çokuluslu şirketler topluluğu (Bundan sonra kısaca “Grup” olarak anılacaktır.), başvuruyu gerçekleştiren kişi ve Bağlayıcı Şirket Kuralları ile bağlı çokuluslu şirketler topluluğu bünyesinde yer alan her bir şirket (Bundan sonra kısaca “Grup üyesi” olarak anılacaktır.) bakımından sorular yer almaktadır.

1. **Başvuruda Bulunan Şirketler Topluluğu Bakımından**

Adı/Unvanı:

Genel Merkezinin Adresi:

Türkiye’de yerleşik Grup üyesinin adresi (Genel Merkezi Türkiye’de değilse):

1. **Başvuru İşlemini Gerçekleştiren Bakımından**

Başvurucunun Adı/Unvanı:

Varsa TCKN/VKN:

Başvurucunun Hukuki Statüsü (şirket, ortaklık vb.):

Başvurucunun Grup içerisindeki pozisyonu (Grubun Türkiye’de yerleşik merkezi veya Türkiye’de yerleşik merkezi yok ise kişisel verilerin korunması konusunda yetkilendirilmiş ve Türkiye’de yerleşik bir Grup üyesi):

Temas kişisinin adı ve/veya birimi:

Adresi:

Telefon Numarası:

Faks Numarası:

Elektronik posta adresi:

1. **Diğer Hususlar**

1. Veri aktarımı Türkiye’den hangi ülkeye/ülkelere gerçekleştirilecek belirtiniz:

2. Bağlayıcı Şirket Kurallarının kapsayacağı tüm Grup üyeleri ile iletişim bilgilerini belirtiniz:

**II. BAĞLAYICI ŞİRKET KURALLARINA YÖNELİK BİLGİLER**

Bu bölümde, Bağlayıcı Şirket Kurallarının tüm Grup üyeleri ve Grup adına veri işleme faaliyetini gerçekleştirenler bakımından bağlayıcılığının nasıl sağlanacağı, etkili bir uygulamayı teminen öngörülen mekanizmalar, Kurum ile koordinasyon, kişisel verinin aktarılması ve işlenmesi ile ilgili detaylar, raporlama ve kayıt değişikliği mekanizmaları, veri güvenliği konuları, hesap verebilirlik, Bağlayıcı Şirket Kuralları başvurusuna ilişkin yardımcı bilgi ve belgeler hakkında sorular ile genel hükümler yer almaktadır.

**A. BAĞLAYICILIK UNSURU**

Bağlayıcı Şirket Kuralları başvurusunun uygun bulunabilmesi için ulusal mevzuata uygun olarak tarafları bağlayıcı bir etkiye sahip olması gerekmektedir. Bu bölümde yer alan sorular, söz konusu bağlayıcılık unsurunun bulunup bulunmadığına karar verilmesi bakımından gereklidir. Her alt başlık içerisinde, konu ile ilgili açıklamalarınızı açık ve anlaşılır bir dil ile ifade ediniz.

**1. Grup Şirketleri Bakımından**

* Grup üyeleri arasında Bağlayıcı Şirket Kurallarına uyma yükümlülüğü (Kısaca: bağlayıcılık) hangi yöntemle (örneğin Grup şirketleri arasında yapılacak sözleşmeler, tek taraflı taahhütnameler, taraflarca onaylanmış etik kurallar vb.) sağlanacak, açıklayınız:
* Grup içerisinde, söz konusu yöntemlere uygun davranılmamasının sonuçları nedir, açıklayınız:
* Bağlayıcı Şirket Kuralları, tüm Grubu kapsamakta mıdır, varsa muaf tutulan Grup üyesini belirterek sebebini açıklayınız:

**2. Çalışanlar Bakımından[[1]](#footnote-1)**

* Çalışanların, Bağlayıcı Şirket Kurallarına uyma yükümlülüğü nasıl sağlanacak, ilgili belgelere (iş sözleşmesi, toplu iş sözleşmesi, gizlilik sözleşmesi, etik kurallar, şirket politikaları, iş yeri yönergeleri, disiplin yönetmelikleri vb.) atıf yaparak kısaca özetleyiniz.
* Çalışanlar tarafından, Bağlayıcı Şirket Kuralları hükümlerinin ihlal edilmesi durumunda uygulayacağınız yaptırımları belirtiniz:

**3. Veri İşleyenler Bakımından**

* Veri işleyenlerin, kişisel verilerin güvenliğini sağlamaya yönelik önlemleri almasını zorunlu tutmak için uygulayacağınız yöntemleri (örneğin, sözleşmelerde yükümlülük getiren maddeler düzenlemek gibi) belirtiniz:
* Uygulayacağınız yöntem bakımından, veri işleyenler tarafından Bağlayıcı Şirket Kurallarına aykırı davranılmasının sonuçlarının ve yaptırımlarının neler olduğunu açıklayınız:

**4. İlgili Kişinin Hakları ve Yasal İddialar Bakımından**[[2]](#footnote-2)

* Grup üyeleri tarafından, ilgili kişinin 6698 sayılı Kanun kapsamında sahip olduğu hak ve yetkilerin (10 uncu, 11 inci, 13 üncü ve 14 üncü maddeleri gibi) temin edileceğini beyan ediniz:
* Bağlayıcı Şirket Kuralları kapsamında, ilgili kişilerin, 6698 sayılı Kanunun 11 inci maddesinin (ğ) bendinde yer alan zararın giderilmesini talep etme hakkı da dâhil olmak üzere her türlü zararının tazmini için açılacak davalar bakımından Türk mahkemelerine başvurulabileceğini, beyan ediniz:
* İlgili kişilerin hakları bakımından diğer ülkelerde açılacak davalarda ilgili kişiye tercüme, avukat sağlanması vb. her türlü yardımın sağlanacağını beyan ediniz:
* Grup içerisinde, ihlalin nereden kaynaklandığına bakılmaksızın, Bağlayıcı Şirket Kuralları hükümlerinin ihlalinden kaynaklanan zararın, Grubun Türkiye’de yerleşik merkezi veya kişisel verilerin korunması konusunda yetkilendirilmiş Türkiye’de yerleşik bir Grup üyesi tarafından giderilmesi gerekmektedir. Bu kapsamda, yetkili Grup üyesini ve alınan finansal güvenceler dâhil olmak üzere uygun güvenceleri açıklayınız:
* İddianın nereden kaynaklandığına bakılmaksızın, Bağlayıcı Şirket Kuralları hükümlerinin ihlali iddiasıyla ilgili ispat yükünün, Grubun Türkiye’de yerleşik merkezinde veya Grubun merkezi Türkiye’de değil ise kişisel verilerin korunması konusunda yetkilendirilmiş Türkiye’de yerleşik Grup üyesinde bulunması gerekmektedir. Buna ilişkin süreci açıklayınız:

**B. ETKİLİ UYGULAMA**

Bağlayıcı Şirket Kurallarının, Grup tarafından etkili bir şekilde uygulanması önemlidir. Bu kısımda Bağlayıcı Şirket Kurallarının etkili bir şekilde uygulanabilmesini sağlamak için hangi mekanizmaları, nasıl kullandığınız hakkında sorular yer almaktadır. Grup içerisinde Bağlayıcı Şirket Kurallarının nasıl uygulamaya geçirileceği, özellikle, yurt dışına aktarılan veriler bakımından yeterli korumayı sağlayacak önlemlerin alınıp alınmadığının değerlendirilmesinde önemlidir.

**1. Eğitim ve Farkındalık Çalışmaları (Çalışanlar Bakımından)**

Bağlayıcı Şirket Kurallarının, çalışanlar tarafından uygun ve etkili bir şekilde uygulanmasını sağlamak üzere, aşağıdaki konularla ilgili yaptığınız ya da yapacağınız çalışmalar hakkında kısaca bilgi veriniz.

* Çalışanların, Bağlayıcı Şirket Kurallarını etkin bir şekilde uygulamasını ve kişisel verilerin korunması hakkına saygılı olmasını sağlamak üzere özel eğitim programlarınız var mı, açıklayınız:
* Çalışanların, kişisel verilerin korunması, veri güvenliği ve Bağlayıcı Şirket Kuralları hükümleri bakımından bilgi ve farkındalık seviyesinin takibi yapılmakta mı, açıklayınız:
* Bağlayıcı Şirket Kuralları metinlerinin tüm çalışanlara basılı veya çevrimiçi ortamda iletilmesi sağlanmakta mı, açıklayınız:
* Kişisel veri işleme faaliyetleri bakımından Grup içerisinde bu konuda yetkili kişilerin inceleme ve onayı söz konusu mu, açıklayınız:
* Çalışanların, işleri ile kişisel veri güvenliği arasındaki ilişkiyi kavramaları ve gerektiğinde harekete geçmeleri konusunda ne tür eğitimler öngörülmekte, açıklayınız:

**2. Şikâyet Mekanizması**

* Bağlayıcı Şirket Kurallarına uyumlu hareket edilmemesi halinde, bu durumu bildirmek üzere Grup içerisinde şikâyet mekanizması var mı, kısaca açıklayınız:

**3. Uyumluluk Denetimi**

* Her bir Grup üyesinin Bağlayıcı Şirket Kurallarına uyumunun denetimini yapmak veya yaptırmak için Grup tarafından hangi mekanizmalar kullanılmaktadır, açıklayınız:
* Uyumluluk denetimi mekanizmalarının Bağlayıcı Şirket Kuralları metninde nerede ve nasıl düzenlendiğini açıklayınız:
* Bağlayıcı Şirket Kuralları metninde, taahhüde uyumluluğu denetlemek üzere kimler görevlendirilmiştir, görev ve sorumlulukları nelerdir açıklayınız:
* Uyumluluk denetimi mekanizmalarının belirli aralıklarla gözden geçirilmesini/güncellenmesini sağlayacak düzenlemeleriniz bulunmakta mı, açıklayınız:
* Belirli aralıklarla, şeffaf ve açık bir raporlama öngörülmekte mi, açıklayınız:

**4. Bağlayıcı Şirket Kurallarının Uygulanması Konusunda Görevli Personel**

* Tüm Grup bakımından Bağlayıcı Şirket Kurallarına uyumun sağlanması ve bunun takibi için görevlendirilmiş uygun bir personel/birim yapılanması bulunuyor mu, açıklayınız:
* Bu personel/birim yapılanmasının oluşumu, görev ve sorumlulukları gibi hususları açıklayınız:

**C. KURUM İLE KOORDİNASYON**

Bu kısımda, Kurum ile koordinasyon konuları düzenlenmekte ve Bağlayıcı Şirket Kurallarının uygulanması bakımından Kurum ile gerçekleştirecek işbirliği hakkında bilgi talep edilmektedir.

* Kurum ile koordinasyonun nasıl sağlanacağını açıklayınız.

**Ç. KİŞİSEL VERİLERİN İŞLENMESİ VE AKTARILMASI**

Bu kısımda, Bağlayıcı Şirket Kurallarının, 6698 sayılı Kanun uyarınca kişisel verilerin aktarımında yeterli güvenceyi sağlayıp sağlamadığının Kurul tarafından değerlendirebilmesini teminen Grup içerisindeki kişisel veri işleme süreçlerinin açık ve anlaşılır şekilde tanımlanması gereklidir.

* Aktarıma konu veri kategorilerini[[3]](#footnote-3) (kimlik, iletişim, lokasyon, özlük gibi) belirtiniz:
* Her bir veri kategorisinde yer alan veriler bakımından verinin niteliğini (genel/özel nitelikli kişisel veri), aktarımın amaçlarını ve azami saklama sürelerini belirtiniz:
* Veri konusu kişi grubu veya gruplarını belirtiniz (çalışan, stajyer, ziyaretçi, ürün veya hizmet alan kişi gibi):
* Veri aktarımının hangi yöntemle (bulut ortamı, elektronik posta, taşınabilir depolama araçları vb.) gerçekleştirileceğini belirtiniz:
* Veri aktarımının hukuki sebebini/sebeplerini belirtiniz:
* Aktarılacak verilerin Grup içerisindeki dağılımını, ilgili Grup üyelerinin adı ve iletişim bilgilerini belirterek açıklayınız:
* Bu Bağlayıcı Şirket Kuralları, Türkiye ve yurt dışında bulunan bütün Grup şirketleri arasındaki veri aktarımlarında mı kullanılacak, açıklayınız:
* İhtiyaç duyulması halinde, Türkiye’de yerleşik olmayan bir Grup üyesinden, grup üyesi olmayan herhangi bir şirkete yapılacak veri aktarımları (sonraki aktarım)[[4]](#footnote-4) yapılacak ise bu konuda öngörülen aktarımları belirtiniz:

**D. RAPORLAMA VE KAYIT DEĞİŞİKLİĞİ MEKANİZMALARI**

Hem Grup üyeleri hem de Kurum, Bağlayıcı Şirket Kurallarında yapılacak herhangi bir değişiklik hakkında en kısa sürede bilgilendirilmelidir.

Bağlayıcı Şirket Kurallarının uygulanmasına hiçbir şekilde etki etmeyen, salt idari değişiklikler gibi hususlar hariç olmak üzere ilgili kişinin haklarına zarar verebilecek veya veri güvenliğini önemli ölçüde etkileyecek türden değişikliklerin önceden Kuruma bildirilmesi gerekmektedir.

Bu kısımda, Grubunuzun bu türden değişiklikleri bildirmek ve kaydını tutmak üzere uygulayacağı mekanizmaların açıklanması gerekmektedir.

* Bağlayıcı Şirket Kuralları metni veya Grubun üyeleri bakımından meydana gelebilecek değişikliklerden diğer grup üyeleri ve Kurumun nasıl haberdar edileceğini açıklayınız:
* Bağlayıcı Şirket Kuralları metni ve uygulanması bakımından meydana gelecek her türlü değişikliği kayıt altına alacak bir sisteminiz var mı, açıklayınız:

**E. VERİ GÜVENLİĞİ[[5]](#footnote-5)**

Bu bölümde, Bağlayıcı Şirket Kuralları kapsamında aktarılacak kişisel verilerin niteliğine uygun güvenlik düzeyini temin etmeye yönelik gerekli her türlü teknik ve idari tedbirin nasıl ele alındığına dair detayların açıklanması gerekmektedir. Bağlayıcı Şirket Kurallarında, aşağıdaki konuların nasıl düzenlendiğini, varsa destekleyici dokümanları kullanarak ve uygun kısımlara atıf yaparak açıklayınız.

* Bağlayıcı Şirket Kuralları metninde, genel ilkelere uyum konusunun nerede ve nasıl değerlendirildiğini açıklayınız[[6]](#footnote-6):
* Kişisel verinin aktarılacağı ülkede bulunan veri sorumlusu tarafından taahhüt edilen uygun güvenlik düzeyini temin etmeye yönelik teknik tedbirleri (gerekli gördüğünüz durumlarda Grup üyelerini de belirterek) açıklayınız:
* Kişisel verinin aktarılacağı ülkede bulunan veri sorumlusu tarafından taahhüt edilen uygun güvenlik düzeyini temin etmeye yönelik idari tedbirleri (gerekli gördüğünüz durumlarda Grup üyelerini de belirterek) açıklayınız:
* 6698 sayılı Kanunun 6 ncı maddesinin 4 numaralı fıkrası gereğince, özel nitelikli kişisel verilerin işlenmesinde, Kurul tarafından belirlenen yeterli önlemlerin[[7]](#footnote-7) alınması şarttır. Bu kapsamda aldığınız önlemleri açıklayınız:
* Diğer hususlar (varsa):
* Veri ihlal bildirimine[[8]](#footnote-8) ilişkin sürecinizi açıklayınız:

**F. HESAP VEREBİLİRLİK VE DİĞER ESASLAR/ARAÇLAR**

* Grup üyelerinin, Bağlayıcı Şirket Kurallarına nasıl uyum sağlayacağı ve bundan nasıl sorumlu tutulacağını açıklayınız:
* Grup üyeleri tarafından, her bir veri sorumlusu adına Bağlayıcı Şirket Kuralları kapsamında gerçekleştirilecek işleme faaliyetlerinin kaydının nasıl tutulacağını açıklayınız[[9]](#footnote-9):

**G. YARDIMCI BİLGİ VE BELGELER**

**1. Uluslararası Sözleşmelere Taraf Olma Durumu**

Aktarımın yapılacağı ülkelerin taraf olduğu, kişisel verilerin korunması konusunda hüküm içeren uluslararası sözleşmeleri, ilgili kısımlara atıf yaparak belirtiniz:

**2. Verinin Aktarıldığı Ülke Mevzuatı ve Uygulaması**

Kişisel verinin aktarılacağı ülkede, kişisel verilerin korunması konusunda ulusal mevzuat ve yetkili bir kişisel verileri koruma otoritesi var mı, varsa konuyla ilgili mevzuatı ve uygulamasını kısaca belirtiniz:

**H. GENEL HÜKÜMLER**

Bu kısımda, Bağlayıcı Şirket Kurallarına ilişkin genel düzenleyici hükümler yer almaktadır.

* Bağlayıcı Şirket Kuralları başvuru formu doldurulurken, her alt başlık içerisinde konu ile ilgili gerekli ve yeterli açıklamalar yapılarak açık ve anlaşılır bir dil kullanılmalıdır.
* Başvuru ve uygulama aşamasında, bir bütün olarak Grup ve Grup üyelerinden her biri Bağlayıcı Şirket Kurallarının yorumlanması ve uygulanmasıyla ilgili Kurumun talimatlarına uygun hareket etmeyi kabul eder.
* Bağlayıcı Şirket Kurallarının uygulanması bakımından, Bağlayıcı Şirket Kuralları başvurusunu yapmaya yetkili Grubun Türkiye’de yerleşik merkezi veya Grubun merkezi Türkiye’de değil ise kişisel verilerin korunması konusunda yetkilendirilmiş Türkiye’de yerleşik bir Grup üyesi muhataptır.
* Grup, Bağlayıcı Şirket Kuralları kapsamında aktarılan kişisel verileri, 6698 sayılı Kanuna ve Bağlayıcı Şirket Kurallarına uygun olarak işler, herhangi bir sebeple Kanuna ve Taahhüde uygunluk sağlanamazsa Kurumu konu ile ilgili derhal bilgilendirir. Bu durumda Kurumun, veri aktarımını askıya alma ve Bağlayıcı Şirket Kurallarını feshetme hakkına sahip olacağını kabul eder.
* Bağlayıcı Şirket Kuralları kapsamında işlenen kişisel verilerin kanuni olmayan yollarla başkaları tarafından elde edilmesi hâlinde, bu durum en kısa sürede Grubun Türkiye’de yerleşik merkezine veya Grubun merkezi Türkiye’de değil ise kişisel verilerin korunması konusunda yetkilendirilmiş Türkiye’de yerleşik bir Grup üyesine bildirilir. Bunlar ise söz konusu durumu en kısa sürede[[10]](#footnote-10) ilgilisine ve Kurula bildirir. Kurul, gerekmesi hâlinde bu durumu, kendi internet sitesinde ya da uygun göreceği başka bir yöntemle ilan edebilir[[11]](#footnote-11).
* Bağlayıcı Şirket Kuralları, yalnızca bir bütün olarak Grup içerisinde ve Grup üyeleri arasındaki veri aktarımlarına ilişkindir. Bağlayıcı Şirket Kuralları kapsamında aktarımına izin verilen kişisel veriler, Grup üyeleri dışındaki kişilere aktarılamaz. Türkiye’de yerleşik olmayan bir Grup üyesinden, grup üyesi olmayan herhangi bir şirkete veri aktarımı (sonraki aktarım) yapılmasına ihtiyaç duyulması halinde Kurulun 02/04/2018 tarih ve 2018/33 sayılı kararı ekinde yer alan “Taahütnameler”in kullanılması gerekmektedir.
* Grup üyelerinden herhangi birinin Grupla bağının kesilmesi, Bağlayıcı Şirket Kurallarının herhangi bir sebeple sona ermesi gibi durumlarda, aktarıma konu kişisel veriler yedekleri ile Grubun Türkiye’de yerleşik merkezine veya Grubun merkezi Türkiye’de değil ise kişisel verilerin korunması konusunda yetkilendirilmiş Türkiye’de yerleşik bir Grup üyesine gönderilir ya da yedekleri ile birlikte tamamen yok edilir. Ulusal mevzuatta bu yükümlülüğün yerine getirilmesini engelleyen hükümler varsa, aktarıma konu kişisel verilerin gizliliğini güvence altına almak için gerekli idari ve teknik tedbirler alınarak veri işleme faaliyeti sınırlandırılır.
* Bir bütün olarak Grup ve Grup üyeleri, işledikleri kişisel verileri, 6698 sayılı Kanun hükümlerine aykırı olarak başkasına açıklayamaz ve işleme amacı dışında kullanamaz. Bu yükümlülük herhangi bir süre ile sınırlı değildir.

**EK 1:**

**BAĞLAYICI ŞİRKET KURALLARI METNİ**

Bağlayıcı Şirket Kuralları metninin bir suretini ekleyerek bu ekin, göndermek istediğiniz tüm yardımcı bilgi ve belgeleri içerdiğinden emin olunuz.

1. Çalışanların, Bağlayıcı Şirket Kurallarını okumaları ve ihtiyaç duydukları her an Bağlayıcı Şirket Kurallarına ulaşabilmelerinin sağlanması gerekmektedir. [↑](#footnote-ref-1)
2. Bağlayıcı Şirket Kurallarında, 6698 sayılı Kanunun aşağıdaki hükümlerine asgari olarak yer verilmelidir:

   Madde 4 (Genel ilkeler),

   Madde 11 (İlgili kişinin hakları),

   Verinin aktarıldığı ülkede, Bağlayıcı Şirket Kurallarına uymayı engelleyen ulusal bir mevzuatın bulunup bulunmadığı ve bulunması halinde açıkça belirtilmesi,

   Grup üyelerinden birinin, üçüncü bir ülkede tabi olduğu ve Bağlayıcı Şirket Kuralları ile sağlanan teminatlar üzerinde önemli olumsuz etkileri olma ihtimali bulunan tüm yasal yükümlülüklerinin Kuruma bildirilmesi,

   Kurum ile koordinasyon,

   Madde 13 (Veri sorumlusuna başvuru). [↑](#footnote-ref-2)
3. Veri kategorileri için VERBİS’teki sınıflandırma örnek alınmalıdır. [↑](#footnote-ref-3)
4. Bu türden veri aktarımları için Kurulun 02/04/2018 tarih ve 2018/33 sayılı kararı ekinde yer alan “Taahütnameler”in kullanılması gerekmektedir.

   Taahhütnamelere <https://kvkk.gov.tr/Icerik/5255/Taahhutnameler> adresinden ulaşabilirsiniz. [↑](#footnote-ref-4)
5. 6698 sayılı Kanun madde 9/2/b, 9/4/d, 12/1 [↑](#footnote-ref-5)
6. 6698 sayılı Kanun madde 4/2; “Kişisel verilerin işlenmesinde aşağıdaki ilkelere uyulması zorunludur:

   a. Hukuka ve dürüstlük kurallarına uygun olma.

   b. Doğru ve gerektiğinde güncel olma.

   c. Belirli, açık ve meşru amaçlar için işlenme.

   ç. İşlendikleri amaçla bağlantılı, sınırlı ve ölçülü olma.

   d. İlgili mevzuatta öngörülen veya işlendikleri amaç için gerekli olan süre kadar muhafaza edilme.” [↑](#footnote-ref-6)
7. “Özel Nitelikli Kişisel Verilerin İşlenmesinde Veri Sorumlularınca Alınması Gereken Yeterli Önlemler" başlıklı ve 31/01/2018 tarih ve 2018/10 sayılı Kurul Kararı [↑](#footnote-ref-7)
8. 6698 sayılı Kanun madde 12/5: “İşlenen kişisel verilerin kanuni olmayan yollarla başkaları tarafından elde edilmesi hâlinde, veri sorumlusu bu durumu en kısa sürede ilgilisine ve Kurula bildirir. Kurul, gerekmesi hâlinde bu durumu, kendi internet sitesinde ya da uygun göreceği başka bir yöntemle ilan edebilir.”

   Kurulun 24.01.2019 tarih ve 2019/10 sayılı Kişisel Veri İhlali Bildirim Usul ve Esaslarına İlişkin kararı ile “en kısa süre” ifadesi 72 saat olarak belirlenmiştir. Kararı incelemek ve Kişisel Veri İhlal Bildirim Formu’na ulaşmak için <https://kvkk.gov.tr/Icerik/5362/Veri-Ihlali-Bildirimi> [↑](#footnote-ref-8)
9. 30.12.2017 tarih ve 30286 sayılı Resmi Gazetede yayımlanarak yürürlüğe giren Veri Sorumluları Sicili Hakkında Yönetmelik madde 4/1(h) ile kişisel veri işleme envanteri “Veri sorumlularının iş süreçlerine bağlı olarak gerçekleştirmekte oldukları kişisel veri işleme faaliyetlerini; kişisel veri işleme amaçları, veri kategorisi, aktarılan alıcı grubu ve veri konusu kişi grubuyla ilişkilendirerek oluşturdukları ve kişisel verilerin işlendikleri amaçlar için gerekli olan azami süreyi, yabancı ülkelere aktarımı öngörülen kişisel verileri ve veri güvenliğine ilişkin alınan tedbirleri açıklayarak detaylandırdıkları envanter..” olarak tanımlanmaktadır. Bağlayıcı Şirket Kuralları bakımından hesap verebilirliğin sağlanması amacı ile söz konusu Yönetmelikte düzenlenen Kişisel Veri İşleme Envanterinin (“Envanter”) hazırlanması gerekmektedir. [↑](#footnote-ref-9)
10. Kurulun 24.01.2019 tarih ve 2019/10 sayılı Kişisel Veri İhlali Bildirim Usul ve Esaslarına İlişkin kararı gereğince, ihlal durumunun öğrenilmesinden itibaren veri sorumlusu tarafından gecikmeksizin ve en geç 72 saat içinde Kurula bildirim yapılması gerekmektedir. Detaylı bilgi için: Kurulun 24.01.2019 tarih ve 2019/10 sayılı Kişisel Veri İhlali Bildirim Usul ve Esaslarına İlişkin kararı <https://kvkk.gov.tr/Icerik/5362/Veri-Ihlali-Bildirimi> [↑](#footnote-ref-10)
11. 6698 sayılı Kanun madde 12/5 [↑](#footnote-ref-11)